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The No Password Required Podcast is dedicated to introducing and celebrating the practitioners,

leaders, researchers, and individuals who are shaping the cybersecurity industry. Join us for an in-

depth conversation that explores our guests' personalities, expertise, and the path that led them into

cybersecurity. The team also discusses current cyber threats and readiness tips for security

professionals and business leaders alike.

Serge Jorgensen is a founding partner and CTO of Sylint Group, where he provides response and

remediation guidance on international espionage incidents, cybersecurity attacks, and counter

cyberwarfare. An engineer by training, he has a bias for action over theory. In this episode, Serge

joins the No Password Required team to talk about his time in the industry, his experience coaching

sailing at the Paralympic Games, and his favorite childhood toy. Ernie, Jack, and Pablo discuss the

cybercriminals that are posing as Twitter employees and journalists to breach academic and Middle

East policy data. In the Technologue segment, Pablo teaches the team the history of the world’s

largest hacking competition, DEF CON.
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