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The No Password Required Podcast is dedicated to introducing and celebrating the practitioners,

leaders, researchers, and individuals who are shaping the cybersecurity industry. Join us for an in-

depth conversation that explores our guests' personalities, expertise, and the path that led them into

cybersecurity. The team also discusses current cyber threats and readiness tips for security

https://www.youtube.com/watch?v=4rbSTHRxYI8
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professionals and business leaders alike.

Chase Fopiano is the Founder of CyberTech Analytics, a cybersecurity provider that combines the

worlds of both law enforcement and information security. Chase began his career as a police officer

before diving headfirst into the cybersecurity world, and has since carried the lessons he learned

during that time into both his life and his career. In this episode, Chase joins the No Password

Required team to talk about the moment he decided to make the change to cybersecurity, his

passion for learning and how it has helped him succeed, and why Yoda is the character he most

relates to in life. Ernie, Jack, and Pablo discuss the cybercrime gang FIN7 and their recent attacks

using malicious USB sticks designed to deliver ransomware. In the new Technologue segment, Pablo

discusses the Voldemort of cyber-vulnerabilities, Log4j.
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