
No Password Required: A
Cybersecurity Education
Specialist, Whose Passions
Include the Forest, DIY, and
Deviled Eggs
May 11, 2022

No Password Required: A Cybersecurity Education Specialist, Whose Passions INo Password Required: A Cybersecurity Education Specialist, Whose Passions I……

https://www.youtube.com/watch?v=Rg495Uz_uPc
https://www.carltonfields.com/
https://www.carltonfields.com/


The No Password Required Podcast is dedicated to introducing and celebrating the practitioners,

leaders, researchers, and individuals who are shaping the cybersecurity industry. Join us for an in-

depth conversation that explores our guests' personalities, expertise, and the path that led them into

cybersecurity. The team also discusses current cyber threats and readiness tips for security

professionals and business leaders alike.

Dr. Melissa Dark is the Founder of DARK Enterprises, a non-profit organization dedicated to

developing and supporting cybersecurity education at the secondary level. Before that, Dr. Dark

worked in graduate and college cybersecurity education for over 20 years, as a professor at Purdue

University. In this episode, Dr. Dark joins the No Password Required team to discuss her career in

“training the trainers,” the early days of cybersecurity education as an academic subject, and how to

encourage cybersecurity awareness among today’s students. Ernie and Jack discuss the Pinellas

Park, Florida, cybersecurity analyst alleged to have stolen almost $600,000 in cryptocurrency and

how he supposedly did it.
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